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to the process of making an original 
classification decision. There is no re-
quirement, at the time of the decision, 
for the original classification author-
ity to prepare a written description of 
such damage. However, the original 
classification authority must be able 
to support the decision in writing, in-
cluding identifying or describing the 
damage, should the classification deci-
sion become the subject of a challenge 
or access demand. 

(d) Declassification without proper au-
thority. Classified information that has 
been declassified without proper au-
thority remains classified. Administra-
tive action shall be taken to restore 
markings and controls, as appropriate. 

§ 2001.11 Classification authority [1.3]. 
(a) General. Agencies with original 

classification authority shall establish 
a training program for original classi-
fiers in accordance with subpart F of 
this part. 

(b) Requests for original classification 
authority. Agencies not possessing such 
authority shall forward requests to the 
Director of the Information Security 
Oversight Office (ISOO). The agency 
head must make the request and shall 
provide a specific justification of the 
need for this authority. The Director of 
ISOO shall forward the request, along 
with the Director’s recommendation, 
to the President through the Assistant 
to the President for National Security 
Affairs within 30 days. Agencies wish-
ing to increase their assigned level of 
original classification authority shall 
forward requests in accordance with 
the procedures of this section. 

§ 2001.12 Duration of classification 
[1.5]. 

(a) Determining duration of classifica-
tion for information originally classified 
under the Order—(1) Establishing dura-
tion of classification. When determining 
the duration of classification for infor-
mation originally classified under this 
Order, an original classification au-
thority shall follow the sequence listed 
in paragraphs (a)(1)(i), (ii), and (iii) of 
this section. 

(i) The original classification author-
ity shall attempt to determine a date 
or event that is less than 10 years from 
the date of original classification and 

which coincides with the lapse of the 
information’s national security sensi-
tivity, and shall assign such date or 
event as the declassification instruc-
tion. 

(ii) If unable to determine a date or 
event of less than 10 years, the original 
classification authority shall ordi-
narily assign a declassification date 
that is 10 years from the date of the 
original classification decision. 

(iii) If unable to determine a date or 
event of 10 years, the original classi-
fication authority shall assign a de-
classification date not to exceed 25 
years from the date of the original 
classification decision. 

(2) Extending duration of classification 
for information originally classified under 
the Order. Extensions of classification 
are not automatic. If an original classi-
fication authority with jurisdiction 
over the information does not extend 
the classification of information as-
signed a date or event for declassifica-
tion, the information is automatically 
declassified upon the occurrence of the 
date or event. If an original classifica-
tion authority has assigned a date or 
event for declassification that is less 
than 25 years from the date of classi-
fication, an original classification au-
thority with jurisdiction over the in-
formation may extend the classifica-
tion duration of such information for a 
period not to exceed 25 years from the 
date of origination. 

(i) For information in records deter-
mined to have permanent historical 
value, successive extensions may not 
exceed a total of 25 years from the date 
of the information’s origin. Continued 
classification of this information be-
yond 25 years is governed by section 3.3 
of the Order. 

(ii) For information in a file series of 
records determined not to have perma-
nent historical value, the duration of 
classification beyond 25 years shall be 
the same as the disposition of those 
records (destruction date) in each agen-
cy Records Control Schedule or Gen-
eral Records Schedule approved by the 
National Archives and Records Admin-
istration, although the duration of 
classification may be extended if a 
record has been retained for business 
reasons beyond its scheduled destruc-
tion date. 
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